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Applicants applying for accreditation of credential services need to complete this credential format questionnaire which outlines how they comply with ISO 18013-5 and/or ISO 23220 series and/or the W3C Verifiable Credentials Data Model. 
This document is divided into the following sections:
· General questions – to be answered by all applicants for credential services.
· ISO 18013-5 and ISO 23220 series conformance.
· W3C Verifiable Credentials Data Model.
Complete the relevant section for the standard/s the service is compliant with. All questions in the relevant section(s) must be answered.
Relevant requirements
This questionnaire checks compliance with the following Digital Identity Services Trust Framework Rules 2024:
· Rule 8(2).
· Rule 9(5).
The latest version of the rules can be found here: Trust Framework for Digital Identity Legislation - dia.govt.nz.
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	1. Are the credentials issued compliant with: (check all that apply)
☐  W3C Verifiable Credential Data Model (latest version holding recommended status)
☐  ISO 18013-5: Mobile driving licence (mDL) application (latest published version)
☐  ISO 23220 series: Cards and security devices for personal identification – Building blocks for identity management via mobile devices (latest published version)

	

	2. What is the internet site address of the website listing all the standards and formats the credential service supports?
Click or tap here to enter text.
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	Previous conformance testing

	1. Describe what previous conformance testing has been undertaken to ensure your service is compliant with the ISO standard(s).
Click or tap here to enter text.

	

	2. Has conformance testing been undertaken against the ISO 18013-6: mDL test methods standard?
☐  Yes
☐  No

	

	3. If you answered yes above, was this undertaken in-house or was it undertaken by an external tester?
☐  In-house
☐  External tester. Please provide details and conformance documentation below:                 Click or tap here to enter text.

	

	Data model

	4. Does the credential service include all the mandatory data elements, in the correct encoding format?
Applies only to credentials services conforming with ISO 18013-5. This is listed in the org.iso.18013.5.1 namespace.
☐  Yes
☐  No

	

	5. Does the credential service include any optional data elements, in the correct encoding format, provided for in the org.iso.18013.5.1 namespace?
Applies only to credentials services conforming with ISO 18013-5.
☐  No
☐  Yes. Please list here: Click or tap here to enter text.

	

	6. Does the credential service use any of the data elements listed in ISO/IEC 23220 series, and if so, are they used exactly as defined including their encoding?
Apply only to credentials services conforming to ISO 23220. Data elements listed in:
· ISO 23220-4 Annex C 
· ISO 23220-2: 6.3.1.1 (Table 2)
Check all options that apply:
☐ The org.iso.23220.photoID.1 namespace defined in ISO 23220-4 Annex C.
☐ The org.iso.23220.1 namespace defined in ISO 23220-2, 6.3.1.1 (Table 2).
☐ Other doctypes or namespaces (list doctypes and/or namespaces below).
☐ None of the above. Please explain below.
Click or tap here to enter text.

	

	7. Does the credential service include any of these optional age attestations? (select all that apply)
☐ age_in_years
☐ age_birth_years
☐ age_over_16
☐ age_over_18
☐ age_over_20
☐ age_over_25
☐ age_over_65

	

	8. Does the credential include any data elements from a different namespace?
Refer 7.2.8 Domestic data elements
☐ No
☐ Yes. Provide details: Click or tap here to enter text.
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	Previous conformance testing

	1. Which version of the W3C Verifiable Credentials Data Model does the implementation follow?
Click or tap here to enter text.

	

	2. Describe what previous conformance testing has been undertaken to ensure your service is compliant with the W3C Verifiable Credential Data Model standard.
Click or tap here to enter text.

	

	3. Has any conformance testing been conducted, and if yes, was conducted in-house or was it undertaken by an external tester?
Note: this includes if the implementation has been tested against the W3C VC Test Suite.
☐ No
☐ Yes, In-house
☐ Yes, external tester. Provide details and conformance documentation: Click or tap here to enter text.

	

	Data model compliance

	4. Does the VC implementation use the standard JSON-LD or JWT-based structure for credentials?
☐ JSON-LD
☐ JWT-based structure
☐ Other (please specify)

	

	5. Does the Verifiable Credential include the mandatory properties as per W3C Verifiable Credentials Data Model?
· @context
· id (optional but recommended)
· type
· issuer
· issuanceDate
· credentialSubject
· proof or credentialStatus (if applicable)
☐ Yes
☐ No

	

	6. Are additional custom properties used? If so, do they follow W3C extensibility guidelines?
☐ No
☐ Yes. Specify the custom properties used: Click or tap here to enter text.

	

	Cryptographic security mechanisms and privacy preserving features

	7. Does the implementation support Linked Data Proofs or JSON Web Signatures (JWS), or other mechanisms for securing credentials?
☐ Linked Data Proofs (LDP)
☐ JSON Web Signatures (JWS)
☐ Other (please specify)

	

	8. If revocation is supported, which revocation mechanism is used?
☐ StatusList2021
☐ Revocation List
☐ Other (please specify)

	

	9. Does the implementation support Selective Disclosure?
☐ Yes
☐ No
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