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Roadshow 2011 Frequently Asked Questions

General

1. How do you know who is your supervisor?
If it was the Department of Internal Affairs that invited you to the roadshow, they will be your supervisor. If it was the Financial Markets Authority that invited you, they are your supervisor. Otherwise look at section 130 of the Anti-Money Laundering and Countering Financing of Terrorism Act 2009 (AML/CFT Act). If in doubt get in touch with any one of the supervisors and they will point you in the right direction.
2. What happens if you come under two supervisors?

The supervisors have a process in place for when this situation arises. Reporting entities will only have one supervisor. That supervisor can call upon another supervisor to assist where certain products or services offered by the reporting entity fall outside the leading supervisor’s area of expertise, e.g. a reporting entity that offers both life insurance products and collective investment schemes.

3. Is there a register of reporting entities?
Not a register in a legal sense but we do keep lists. We get information from the Financial Service Providers Register (FSPR), use open source searching (such as the yellow pages) and even learn of reporting entities off Fair Go. If you know any that aren’t on the FSPR let us know. And if you are not known to us, let us know.

4. Will you be authorising consultants?

No.  You should check their qualifications etc. and make a reasonable judgement yourself.

5. The Act comes fully into force on 30 June 2013, why so far away?
There is a lot to put in place, especially for large financial institutions, e.g. banks. Some wanted three years, others one, we went with a compromise of two years. Also supervisors need time to set up. 

6. Will a one man band operation have to have an external auditor?

Yes, you will need someone external and appropriately qualified (this does not necessarily mean a Chartered Accountant, but it must be someone with AML/CFT or relevant financial experience) to audit your AML/CFT programme and risk assessment. 
Customer due diligence (CDD)
7. What if someone doesn’t have a passport and they don’t drive?
There are many different types of documents that can be used under the Identity Verification Code of Practice 2011 (the code) but there will always be some people (for example the very young) that don’t have the required identification documents. In order to comply with the code you will need to put exception handling procedures in place for these customers. We note that exception handling should only be used where the person genuinely does not hold the identification documents, not where they have just left it at home etc.
8. Customer representatives are resisting our requirement to identify them. Will you be running a public awareness campaign?

No. We consider that it is up to reporting entities to communicate with their customers since they have a direct relationship with them. We will put out press releases when appropriate - for example, as we did with the release of the Identity Verification Code of Practice 2011.

9. What happens if I take over an existing customer base?
You aren’t expected to do customer due diligence on all those customers right away, but you do need to review periodically (ongoing customer due diligence) to make sure you have the correct information. You must obtain further CDD information if you consider that you have insufficient CDD information or if the information you hold is inconsistent with the customer’s profile. 
10. Every time a customer puts in $20,000 do we have to identify them?  
No. At the initial acceptance of the customer as a client you obtain all of the required information about the customer including the nature and purpose of the business relationship. Part of the nature and purpose of the business relationship extends to how much you will expect the customer to deposit with you and how regularly. If the customer follows the given profile you do not need to conduct CDD for every deposit. However, it would be prudent to request more information from the customer if the customer’s behaviour changes significantly. 

11. If a trust is a discretionary trust and the beneficiaries are not named, how do we do customer due diligence on beneficiaries?

You just need to record a description of each class or type of beneficiary. You don’t have to create a list of potential beneficiaries.

12. Will you be providing a list of politically exposed persons (PEPs)?
No.  There a lot of existing sources of information and also services that provide PEP checks. We understand that some industry bodies are looking at linking into these for their members. 

13. Someone sets up a company and then asks you to set up an account providing a certificate of incorporation. Is the Companies Office CDD enough? 

No. The Companies Office does some CDD, but your obligations under the AML/CFT Act amount to a higher level of CDD than the Companies Office does.

14. If the customer is a company do we need to do a directors or company search?

If the owner of a company is a company you need to keep looking until you find natural persons. You need to identify all the beneficial owners, i.e. those who own more than 25% of the customer or those who exercise effective control of a customer. If there are a lot of layers or complexity this might be something that could raise suspicion.

AML/CFT compliance officer

15. You say that every member of a designated business group (DBG) needs an AML/CFT compliance officer; can it be one person for all?
No, but where a reporting entity has no employees you can appoint a suitable person as the AML/CFT officer.  

16. Can an AML Officer be an external appointment?

Only if a reporting entity has no employees.

17. What level of seniority does the AML/CFT compliance officer have to hold?
The AML/CFT compliance officer has to report to a senior manager of the reporting entity.
18. Is there a protection under the Act for people who submit STRs, otherwise we’ll be acting contrary to the Privacy Act?
Yes, section 44 of the AML/CFT Act protects anyone who properly reports a suspicious transaction to the Police Financial Intelligence Unit.

19. We can’t inform on a client…

That isn’t correct. Under the AML/CFT Act the Privacy Act, legal professional privilege and similar provisions do not extend to suspicious transactions. This is also the case under the Financial Transactions Reporting Act 1996. Under section 40 of the AML/CFT Act reporting entities must report STRs where there are reasonable grounds for suspicion.
20. Does every STR report need to go directly to the Police Financial Intelligence Unit and not via AML/CFT supervisors?
STRs must go to the Police Financial Intelligence Unit, not to your AML/CFT supervisor. However, under section 41 of the AML/CFT Act STRs must be signed by a person authorised by a reporting entity to sign STRs.  This could mean that STRs will be sent to the FIU via compliance or security officers rather than directly from the person generating the STR.

21. Do we report suspicious persons?

STRs do not merely relate to transactions in and of themselves (completed or attempted). Suspicion, the integral component of the STR, is subjective and is a product of many factors including; the person sending or receiving the transaction, their behaviour, the time, the place, the amount, implausible sounding stories, the involvement of countries of interest, the transaction type, the presence of recognised money laundering typologies. 

Financial advisors

22. Can a Qualifying Financial Entity (QFE) be a Designated Business Group (DBG)?

These two come under different Acts that have different definitions.  Although similar, they must be treated differently. In order for financial advisors to form a DBG they will need to meet the Companies Act 1993 definition (refer to the definition of Designated Business Group in section 5 of the AML/CFT Act).

23. Does attending this roadshow count as financial advisor continuing education?
Yes, you can count it as 2 hours of unstructured training.
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